VERITAS

STATE AND LOCAL
GOVERNMENT
CYBER DEFENSE?

CYBER ATTACKS
IMPACT A LOT!

While a data loss might be the primary consequence of a
ransomware attack, the real threat is how that loss affects a state
and local government’s ability to continue to serve its citizens.

96%

Increase in cybersecurity training by state & local >
government in 2021
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1%-2%

Of state IT budgets are allocated to >
cybersecurity in 2020V

63%

Of state & local governments used backups for >
data restoration after an attack in 2021

VERITAS' ENTERPRISE DATA
MANAGEMENT SOLUTIONS
FOR CYBER RESILIENCY

Build your strategy for cyber resiliency:
The antidote to a ransomware attack lies in a multi-layered defense.

PROTECT

Safeguard data integrity with
system hardening and immutability

Secure your on-prem and
cloud environments with

DETECT immutable storage.

Monitor and report on system Our multi—layered
activity to identify and mitigate solution is based

threats and vulnerabilities
on zero trust
principles.

RECOVER

Automate and orchestrate
complete cross-system restoration
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REDUCE ELIMINATE MAINTAIN
RISK UNCERTAINTY CONTROL

Veritas is to an ever-evolving threat landscape.

AGAINST CYBER ATTACKS

Ransomware attacks are becoming more sophisticated by the day.
State and local governments are feeling exposed, with highly sensitive
citizen data widely distributed across physical, virtual, and cloud
environments. Veritas provides a unified platform approach designed
to extend beyond data protection, delivering multi-layered,

proactive solutions that ensure cyber resiliency.

Find out more about how Veritas, a 17x Gartner Leader for Enterprise Backup and
Recovery Solutions, can keep your public sector organization safe—by visiting:

veritas-industries.com/government

Alternatively, speak to an agent and call 1 (866) 837-4827 today.

i https://news.sophos.com/en-us/2022/09/28/the-state-of-ransomware-in-state-and-local-government-2022/

i https://assets.sophos.com/X24WTUEQ/at/4zpw59pnkpxxnhfhgj9bxgj9/sophos-state-of-ransomware-2022-wp.pdf

i https://www.statista.com/statistics/1275029/length-of-downtime-after-ransomware-attack/#:~:text=Length%200f%20 =
impact%20after%20a%20ransomware%20attack%20Q1%202020%2D%20Q3%202021 &text=As%200f%20the%20
third%20qguarter,United%20States%20was%2022%20days.

iv https://us.norton.com/blog/emerging-threats/cybersecurity-statistics
https://www.verizon.com/business/resources/reports/dbir/

vi https://www.nascio.org/wp-content/uploads/2020/10/2020-Deloitte-NASCIO-Cybersecurity-Study-1.pdf
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